BACKUP YOUR DATA NOW
Big Security for Small Businesses

IDENTIFY WHAT DATA YOU NEED TO BACKUP

Identify your business-critical data and imagine how long you would be able to operate without them.

You should make regular backups of important data, and make sure that these backups are recent and can be restored.

KEEP YOUR BACKUPS SEPARATE FROM YOUR COMPUTER

Malware can often move to attached storage automatically, which means a such backup could also be infected.

Ensure that your backups are not connected to the same network that holds the data you are backing up, and preferably stored in a different location.

CONSIDER CLOUD BACKUP SERVICES

Cloud storage will separate your backup data physically and also provide a high level of availability.

In addition to cloud services, both Windows and Mac have built-in backup tools.

MAKE BACKUPS PART OF YOUR EVERYDAY BUSINESS

Backing up your data is a critical function in any business. For small businesses, data backups can sometimes make the difference between a business closing and a business quickly recovering from a cyber attack.

GET MORE INFORMATION ON THESE TIPS AT THE NATIONAL CYBER SECURITY CENTRE.

LEARN MORE ON OUR WEBSITE!